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¢en 25 2024 17:46:06 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.global
5.418 found for /var/www/cenytisku.cz/backend/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢en 26 2024 05:25:34 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.global
s.418 found for /var/www/rafo.cz/backend/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢en 28 2024 06:25:40 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.global
5.418 found for /var/www/tiskne.cz/backend/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢en 28 2024 06:35:07 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.v23
au.188 found for /var/www/tiskne.cz/backend/vendor/ezyang/htmlpurifier/README.md

¢en 28 2024 06:37:47 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.v23
au.188 found for /var/www/tiskne.cz/backend/vendor/pdepend/pdepend/src/main/php/PDep
end/Util/Cache/CacheDriver.php

¢en 28 2024 11:53:39 hrdlicka maldet(2066322): {hit} malware hit {HEX}php
5.418 found for /var/www/tiskne.cz/web/vendor/npm/jquery/test/data/qunit-
fixture.html

¢en 29 2024 07:11:33 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.
5.418 found for /var/www/petrsuba.cz/backend/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

c¢en 30 2024 13:50:19 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.
5s.418 found for /var/www/mojetisky.cz/admin/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢en 30 2024 23:37:19 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.
s.418 found for /var/www/printeq.cz/backend/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢ec 01 2024 11:11:44 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.
5.418 found for /var/www/vdubi.printeq.cz/admin/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢ec 03 2024 02:22:23 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.
5.418 found for /var/www/tiskdol@00.cz/backendnew/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢ec 03 2024 17:38:15 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.
5.418 found for /var/www/eqsoft.eu/cis/backend/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢ec 05 2024 17:18:27 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe
s.418 found for /var/www/ bck/mojetisky/admin/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

¢ec 09 2024 18:51:19 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.inj
ect.179 found for /var/www/ bck/api.tiskplus.cz/runtime/debug/65d12clbee775.data
¢ec 09 2024 19:27:06 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.
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/var/www/ bck/api.tiskplus.cz/runtime/debug/65d12c0e09355.data
45 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.
/var/www/ bck/api.tiskplus.cz/runtime/debug/65d12c187eff3.data

:40 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.

/var/www/ bck/api.tiskplus.cz/runtime/debug/65d12clc5b12b.data
10 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.
/var/www/ bck/api.tiskplus.cz/runtime/debug/65d12clcbc9e7.data
09 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.
/var/www/ bck/tiskplus/admin/runtime/debug/6506459bab9cc.data

36 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.
/var/www/ bck/tiskplus/admin/runtime/debug/6506459b20383.data

52 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.
/var/www/ bck/tiskplus/admin/runtime/debug/6506458208af8.data

35 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.

/var/www/maxfotbal.cz/appadmin/runtime/debug/6509b3289¢c9d6.data

37 hrdlicka mséggtf3996322): {hit} malware hit {HEX}php.base64.
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179 found for /var/www/maxfotbal.cz/appadmin/runtime/debug/6509b33ff2017.data

12 2024 14:10:40 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.base64.inj
179 found for /var/www/maxfotbal.cz/appadmin/runtime/debug/6509b30alb4cc.data

12 2024 19:02:59 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.nested.bas
663 found for /var/www/e-moc-e.cz/ infected/unstyled-master/404.php

15 2024 23:27:30 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.global

5s.418 found for /var/www/jamacopy.cz/admin/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php

cec

16 2024 03:33:44 hrdlicka maldet(2066322): {hit} malware hit {HEX}php.exe.global

5.418 found for /var/www/reklamniplachta.cz/backend/vendor/friendsofphp/php-cs-
fixer/tests/Fixer/Alias/BacktickToShellExecFixerTest.php
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Author: n/a
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Page 2 /2
© 2026 Jan Hrdlicka <admin@cebin.cz> | 2026-01-26 05:28
URL: https://kb.eqgsoft.eu/content/1/133/en/maldet-cebin-2024_07.html


http://www.tcpdf.org
https://kb.eqsoft.eu/content/1/133/en/maldet-cebin-2024_07.html

